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Chapter 1. Service information

1-1. Important service information

Strategy for replacing parts (FRU-Field Replaceable Units)

Before replacing parts

Make sure that latest BIOS and drivers are installed before replacing any parts (FRUs) listed in this

Caution

The BIOS configuration  on the computer you are servicing may have been customized.

Running Automatic Configuration my alter the settings. Note the current configuration settings;

then, when service has been completed, verify that those settings remain in effect.

Strategy for replacing a hard-disk drive
You have to get a User’s approval before formatting or replacing a hard-disk drive. You must let the User

know that the user is responsible for the loss data

Caution

The drive startup sequence in the computer you are servicing may have been changed. Be

extremely careful during write operations such as copying, saving, or formatting. If you select an

incorrect drive, data or programs can be overwritten.

Use the following strategy to prevent unnecessary expense for replacing and servicing parts

1. If you are instructed to replacing a part but the replacement does not correct the problem, reinstall the

original part before you continue.

2. Some computers have both a processor board and system board. If you are instructed to replace either

the processor board or the system board, and replacing one of them does not correct the problem,

reinstall that board, and then replace the other one.

3. If an adapter or device consists of more than one part, any of the parts (FRUs) may be the cause of the

error. Before replacing the adapter or device, remove the parts (FRUs), one by one, to see if the

symptoms change. Replace only the part that changed the symptoms.

Ch1. Service information
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1-2. Safety notices

Warning

Before the computer is powered-on after part (FRU) replacement, make sure all screws, springs,

and other small parts are in place and are not left loose inside the computer. Verify this by

shaking the computer and listening for rattling sounds. Metallic parts or metal flakes can cause

electrical shorts.

Warning

some standby batteries contain a small amount of nickel and cadmium. Do not disassemble

a standby battery, recharge it, throw it into fire or water, or short-circuit it. Dispose of the battery

as required by local ordinances or regulations. Use only the battery in the appropriate parts

listing. Use of an  incorrect battery can result in ignition or explosion of the battery

Warning

The battery pack contains small amounts of nickel. Do not disassemble it, throw  it into fire or

water, or short-circuit it. Dispose of the battery pack as required by local ordinances or

regulations. Use only the battery in the appropriate parts listing when replacing the battery pack.

Use of an incorrect battery can result in ignition or explosion of the battery.

Warning

If the LCD breaks and the fluid from inside the LCD gets into your eyes or on your hands,

immediately was the affected areas with water for at least 15 minutes. Seek medical care if any

symptoms from the fluid are present after washing.

Warning

To avoid shock, do not remove the plastic cover that protects the lower part of the inverter card.

Warning

Though the main batteries have low voltage, a shorted or grounded battery can produce enough

current to burn personnel or combustible materials.

Warning

Before removing any part (FRU), turn off the computer, unplug all power cords from electrical

outlets, remove the battery pack, and then disconnect any interconnecting cables.

Ch1. Service information
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1-3. Safety information

General safety

Follow these rules to ensure general safety

· Observe good housekeeping in the area of the machines during and after maintenance.

· When lifting any heavy object

1. Ensure you can stand safely without slipping.

2. Distribute the weight of the object  equally between your feet.

3. Use a slow lifting force. Never move suddenly or twist when you attempt to lift.

4. Lift by standing or by pushing up with your leg muscles

(This action removes the strain from  the muscles in your back.)

· Do not attempt to lift any object weights more then 16kg(35lb) or object that you think are too heavy for you.

· Do not perform any action that causes hazards to the customer, or that makes the equipment unsafe.

· Before you start the machine, ensure that other service representatives and the customer’s personnel are

not in a hazardous position.

· Place removed covers and other parts in a safe place, away from all personnel, while you are servicing the

machine.

· Keep your tool box away from walk areas so that other people will not trip over it.

· Do not wear loose clothing that can be trapped in the moving parts of a machine. Make sure that your

sleeves are fastened or rolled up above your elbows. If your hair is long, fasten it.

· Insert the ends of your necktie or scarf inside clothing or fasten it with a nonconductive clip, approximately

8 centimeters(3 inches) from the end.

· Do not wear jewelry, chains, metal-frame eyeglasses, or metal fasteners for you clothing.

· Wear safety glasses when you are hammering, drilling, soldering, cutting wire, attaching springs, using

solvents, or working in any other conditions that might be hazardous to your eyes.

· After service, reinstall all safety shields, guards, labels, and ground wires. Replace any safety device that

is worn or defective.

· Reinstall all covers correctly before returning the machine to the customer.

Caution

Metal objects are good electrical conductors.

Ch1. Service information
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Ch3. System information

BIOS/EC Flash Process

1. Insert Bootable CD in PC, and Turn it on, then PC will boot by DOS mode as below

(If the EC is not correct or old version, then automatically update EC first and reboot again) 

2. Type in Mode Name at the “WIP ID :” then press Enter key (You must use Capital Letter)

(You can see the Model Name in ID Label at the bottom Case of PC: “M/N: LMXX-XXXX”)

3. Type in Serial No at the “WIP ID :” then press Enter key (You must use Capital Letter)
(You can see the Serial No in ID Label at the bottom Case of PC: “S/N: 412KIXXXXXXXX”(13digits))
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Ch3. System information

4. You can see the BIOS flash process as below

5. After flashing is completed, you can see the “PASS” on your screen, and reboot your PC
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BIOS Setup

BIOS (Basic Input and Output System) Setup saves the system configuration in CMOS RAM, and

check the configurations during startup. Use the BIOS Setup Utility to change and save the system

environment, hardware configurations, power saving mode, etc.

· Open the BIOS Setup Utility in the following situations :

1. to change the BIOS setup

2. to replace the backup battery

3. system configuration error occurs

4. to change the boot order

5. to set/change a password

Press the power button.

When the LG logo appears on the screen, press      and enter the BIOS Setup Utility.

Ch3. System information
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Using the keys
The keys used in the BIOS Setup Utility and their functions are described at the bottom.

· ,            +        : General Help

Display the descriptions of the keys used in the setup utility.

· ,          : Select Item

Navigate and select items in the setup utility. The selected item becomes highlighted.

· ,          : Select Menu

Move to another menu.

· /         ,                        : Change Values

Change the value of a selected item.

· : Load Default Configuration

Display Setup Confirmation window. Press Enter to load default configuration.

· : Select Sub-Menu

Some items have sub-menus. Display the sub-menu for a selected item.

· : Save and Exit

Display Setup Confirmation window. Press Enter to save and exit.

· : Exit

In a sub-menu, press Esc to move to the previous window. In Main menu, click Esc to move to Exit menu.

Ch3. System information
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System Time
Current time. Use <Tab>, <Shift-Tab>, or <Enter> keys to move around these fields. To change the 
value, press <+> or <−> key.

System Date
Today date. Use <Tab>, <Shift-Tab>, or <Enter> keys to move around these fields. To change the value, 
press <+> or <−> key. Set any date from year 1981 to 2079. It will automatically keep track of leap years. 
The system date can also be set from the operating system.

Product Name
This shows the name of PC.

Processor Type
This shows the type of CPU.

Processor Spd
This shows the speed CPU.

BIOS Version
This shows the Version of BIOS.

KBC Version
This shows the Version of KBD firm ware.

UUID
This is for display only. This shows the UUID.

Pri Master
Enter its submenu by pressing <Enter>. In this submenu, it would show the device of Primary IDE Master 
is HDD and its parameters.

Sec Slave
Enter its submenu by pressing <Enter>. In this submenu, it would show the device of Secondary IDE 
Slave is optical drive and its parameters.

Total Memory
This is for display only. This shows size of system memory.

Main menu

Ch3. System information



36

Legacy USB Support
There are two options to this field: Enabled, and Disabled. This field allows you to enable or disable the 
legacy USB support.

Boot-time Diagnostic Screen
Enables the Boot-time Diagnostic Screen.

Core Multi-Processing
Enables the Dual-Core technology.

Boot-time Diagnostic Screen
Enables the Boot-time Diagnostic Screen.

SATA Controller Mode
Set SATA (Serial ATA) Controller Mode. 

AHCI Configuration
Enables the AHCI (Advanced Host Controller Interface). 

Battery Charge Stop Percentage
Set Battery Charge Stop Percentage.

Fan Mode Control
Set Fan Mode Control.

Fn Key Setup
Set Sticky fn key function.

Wake On Lan
Enables Wake On Lan.

PCIE Device Wake Up
Enables Wake On PCIE device.

PXE/Remote Boot OPROM
Enables PXE/Remote Boot.

MEF Support
Control the MEF device in an ACPI environment.

SIO Control Sub-Menu
Control the configuration of various National 393 SIO devices.

Advanced menu

Ch3. System information



37

Security menu

Ch3. System information

Supervisor Password Is
This shows the system’s supervisor password has been set, or not.

Set Supervisor Password
Set Supervisor Password.

User Password Is
This shows the system’s User Password has been set, or not.

Set User Password
Set User Password.

Password on boot
Enables Password on boot.

HDD Password Is
This shows the system’s HDD Password has been set, or not.

Set HDD Password
Set HDD Password.

Boot menu enables you to set the boot order for the CD-ROM drive, Removable devices Hard drive, and 
Network boot as shown below.

Boot Priority order / Excluded from boot order

Up and Down arrows select a device. <+> and <-> moves the device up or down. <f> and <r> specifies 
the device fixed or removable.

<x> exclude or include the device to boot.

<Shift + 1> enables or disables a device.

<1 – 4> Loads default boot sequence.

Boot menu
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Ch3. System information

Exit Saving Changes
Select Exit Saving Changes to save new setup information in CMOS RAM. CMOS RAM stores the 
information using the backup battery; therefore, the information will not be lost  when the computer is 
turned off.

Exit Discarding Changes
Select Exit Discarding Changes to discard new setup information. If you made changes to items other 
than date, time, and passwords, the Setup Warning asks you to save the new configurations. Select Yes 
and press Enter to save the new configuration.

Load Setup Defaults
Select Load Setup Defaults to change the setup information to the factory default settings. If you select  
Load Setup Defaults or press F9, Setup Confirmation asks you to confirm your selection.  Press Yes to 
load setup defaults.

Discard Changes
Discard change value.

Save Changes
Save change value.

Boot menu
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■ Backup and Restore Security Platform Data 

Security Platform Backup includes all data required in case of emergency. After a hardware or storage 
media failure or a Trusted Platform Module failure, Security Platform Restoration reestablishes access to 
Security Platform Features for all users.

In addition you can backup and restore your Personal Secure Drive data. Data from other applications 
using the Security Platform Solution (e.g. Secure e-mail) is not included in Security Platform backup.

■ Backup scope

Security Platform backup comprises the following data:

• Emergency Recovery data is included in automatically written 
Backup Archives. 

• Emergency Recovery Token (e.g. SPEmRecToken.xml): Created by 
Security Platform Administrator. Protected with a dedicated password. 
Is required for a restoration of Emergency Recovery data. 

Archives

Re-encryption of all Basic User Keys after a Trusted Platform Module failure. 
In this case a new Security Platform has to be set up and a new owner 
key is created. Emergency Recovery allows the re-encryption of Basic 
User Keys from the old owner key to the new one.
Otherwise users could not access Security Platform Features anymore 
and user data would be lost.

Purpose

All Security Platform Basic User Keys, encrypted specifically for Emergency 
Recovery.

Backup Contents

Emergency Recovery

• Automatically written Backup Archive ("System Backup Archive", 
e.g. file SPSystemBackup.xml and folder SPSystemBackup): Set up by 
Security Platform Administrator. Contains credentials and settings of all 
Security Platform Users (for one or multiple Security Platform 
computers). Also contains computer identification and user 
identification, which are used to match computers and users during the 
restoration process. 

• Manually written Backup Archive (e.g. SPBackupArchive.xml): 
Created by Security Platform User. Contains credentials and settings of 
one Security Platform User (for one Security Platform computer). Also 
contains computer identification and user identification, which are used 
to match computer and user during the restoration process. 

Archives

Restoration of user-specific credentials and settings after a hardware or 
storage media failure.
Otherwise users could not access Security Platform Features anymore 
and user data would be lost.

Purpose

A copy of the user-specific credentials and settings which are stored on the 
Security Platform.

Backup Contents

Security Platform Credentials and Settings

Ch3. System information
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• PSD configuration settings are included in both automatically 
written Backup Archives and manually written Backup Archives. 

• PSD backup file (e.g. SpPSDBackup.fsb): A backup copy of the PSD 
image file may be created during a Security Platform User's manual 
backup. 

Archives

Restoration of PSD encrypted data and configuration settings after a 
hardware or storage media failure.
Otherwise users could not decrypt their PSD data anymore. 

Notes: 
• In contrast to the PSD Backup, standard hard disk backup tools 

produce unencrypted backups. 
• Lost PSD credentials can only be restored via Personal Secure Drive 

Recovery.

Purpose

A copy of the PSD encrypted data and configuration settings.Backup Contents

Personal Secure Drive

■ Restoration Cases

Depending on the type of emergency there are different restoration cases 

Emergency Recovery, Security Platform Credentials 
and Settings, Personal Secure Drive

New Security Platform to be initialized

Emergency RecoveryNew Trusted Platform Module

Security Platform Credentials and Settings, Personal 
Secure Drive

Broken hard disk or lost data

Affected Restoration ScopeRestoration Case

Ch3. System information
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■ How to Backup and Restore 

Settings Tool - Backup - Restore...Administrative Task: Prepare restoration for 
certain users.
User Task: Run restoration manually for 
current user. If restoration has been 
prepared for current user, then complete the 
restoration. 

If a manually written Backup Archive is 
available and no Emergency Recovery data 
needs to be restored, then a user can 
perform restoration without preparation by 
an administrator. 

Software Component to useHow to restore

Settings Tool - Backup - Backup...User Task: Run backup manually for the 
current user.

Software Component to useHow to backup ("Manual Backup")

If Security Platform is not yet initialized: 
Initialization Wizard 
If Security Platform is already initialized: Settings 
Tool - Backup - Configure...

Administrative Task: Configure automatic 
backups for all users (including Security 
Platform Credentials and Settings, 
Emergency Recovery and PSD configuration 
settings).

Software Component to useHow to configure automatic backups 
("System Backup")

■ Backup 

With this page you can configure automatic Security Platform backups. 

The following table gives hints on how to use this wizard page.

A scheduled backup will be created.
Click here to view and modify the backup scheduling. 
Please note that automatic backups are only executed if your PC is not 
shut down at the scheduled time.
Please note that the user account chosen for the scheduled backup must 
be member of the group "Administrators" or "Backup Operators". 

Schedule...

Security Platform credentials and settings will be regularly saved to a 
Backup Archive.
Type in path and file name or browse for it. An automatically written 
Backup Archive consisting of an XML file and a folder with the same name 
will be created, e.g. file SPSystemBackup.xml and folder SPSystemBackup. 
Please use the extension *.xml.

Backup location:
Browse...

ExplanationWizard Page Element

Ch3. System information
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■ Infineon Platform Security Backup

With this page you can backup and restore Security Platform credentials, Security Platform settings and 
Personal Secure Drives.
If Enhanced Authentication is enabled, you can also create backups of your authentication device.

Availability of page: This page is only available on an initialized Security Platform, if one of 
the following conditions is fulfilled:

•The current user has administrative rights. 
•The current user is an initialized Security Platform User, and the policy Allow User Enrollment
is enabled. 

Buttons: 

•Buttons for administrative tasks are disabled for users without administrative rights. 
•Buttons are disabled, if corresponding functions are not available in a certain Security Platform 
state. 

The following table describes all backup and restore functions. 

Click here to create a backup authentication device. 
This feature is only available, if Enhanced Authentication is enabled.

Click here to start a manual restore of archived Security Platform Settings and credentials. If you 
have a backup of your Personal Secure Drive (PSD), you can restore your PSD too.
The restore part of the Infineon Security Platform Backup Wizard will be started. 
This button is disabled, if the Infineon Security Platform is disabled or not yet set up.

Click here to start a manual backup of your Security Platform Settings and credentials. If you have 
configured Personal Secure Drive (PSD), you can backup your PSD too.
The Infineon Security Platform Backup Wizard will be started. 
This button is disabled, if the Infineon Security Platform is disabled, not yet set up or the user is not 
set up.

Click here to set up automatic Security Platform backups.
Infineon Security Platform Initialization Wizard will be started. 
This feature is only available, if the current user account has administrative rights.

Explanation

Ch3. System information
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Note

If replacing a part (FRU) does not solve the problem, put the original part back in the computer.

Do not replace a non-defective FRU.

The symptom-to-part index in this section lists symptoms and errors and their possible causes.

The most likely cause is listed first.

Power system checkout
· To verify a symptom, do the following :

1. Power off the computer.

2. Remove the battery pack.

3. Connect  the AC adapter.

4. Check that power is supplied when you power on the computer.

5. Power off the computer.

6. Disconnect the AC adapter and install the charged battery pack.

7. Check that the battery pack supplies power when you power on the computer.

· If you suspect a power problem, see the appropriate one of the following power supply checkouts :

1. Checking the AC adapter

2. Checking the operational charging

3. Checking the battery pack

4. Checking the backup battery

· Checking the AC adapter

If the power-on indicator does not turn on, check the power cord of the AC adapter for correct continuity

and installation.

If the computer does not charge during operation, go to “Checking operational charging.”

Chapter 4. Symptom-to-part index
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To check the AC adapter, do the following :

1. Unplug the AC adapter cable from the computer.

2. Measure the output voltage at the plug of the 

AC adapter cable. See the following figure :

3. If the voltage is not correct, remove the power code

form AC adapter.

4. 10 seconds later, connect the power code, then measure the output voltage.

5. If the voltage is not correct, change the AC adapter.

2
1

Ground2

+18.05 ~ +19.951

Voltage (V dc)Pin

Ch4. Symptom-to-part index
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· If the voltage is not correct, replace the AC adapter.

· If the voltage is acceptable, do the following :

1. Replace the system board.

2. If the problem persists, check the AC adapter whether it is correct product or not.

· Checking operational charging

1. To check whether the battery charges properly during operation, use a discharged battery pack or a

battery pack that has less than 50% of the total power remaining when installed in the computer.

Perform operational charging. If the battery status indicator or icon does not turn on, remove the battery

does not turn on, replace the battery pack.

2. If the charge indicator still does not turn on, replace the system board.

Then reinstall the battery pack.

Note

Noise from the AC adapter does not always indicate a defect.

Note

Do not charge battery pack, when its temperature is below 0    or above 75    .

· Checking the battery pack

1. Open the Power Meter window by clicking Start Control Panel Power Options and then;

check the total power remains. Battery charging does not start until the power Meter shows that less

than 95% of the total power remains; under this condition the battery pack can charge to 100% of its

capacity. This protects the battery pack from being overcharged or from having a shortened life.

2. To check the status of your batter, move your cursor to the Power Meter icon in the icon tray of the

Windows taskbar and wait for a moment (but do not click), and the percentage of battery power

remaining is displayed. To get detailed information about the battery, double-click the Power Meter icon.

Note

If the battery pack becomes hot, it may not be able to charge. Remove it from the computer and

Leave it at room temperature for a while. After it cools down, reinstall and recharge it.

Ch4. Symptom-to-part index
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· The Characteristics of the battery pack

1. Self-discharge

The battery gradually loses its power over time without ever being used.

2. Periodic full discharge / charge

Frequent recharge of the battery pack can reduce the capacity of the battery pack. When this happens,

you can perform the full discharge / charge to improve the capacity. You should perform periodic full

discharge /charge once every 30~60 days.

You should always use the battery until its power is low; then fully  charge the battery.

3. Trickle charge

If the temperature of the battery pack drops below 10     , the trickle charging begins.

The trickle charging may take 32 hours for the battery pack to be fully charged.

Ch4. Symptom-to-part index
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· To check the battery pack, do the following :

1. Power off the computer.

2. Remove the battery pack and measure the voltage between battery  terminals 1(-) and 5(+).

See the following figure :

+0V ~ +12.6V
(6 cell)

5

Ground(-)1

Voltage (V dc)Terminal

Note

Charging will take at least 3 hours.

3. If the voltage is still less than +11.1 V DC after recharging, replace the battery.

4. If the voltage is more than +11.1 V DC, measure the resistance between battery terminals 1 and 2.

The resistance must be 2 to 4     (typically 3     ).

5. If the resistance is not correct, replace the battery pack. If the resistance is correct, replace the system

board.

Ch4. Symptom-to-part index
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Numeric error codes

Replace the backup battery and run BIOS Setup Utility
to reset the time and date.

0250
System battery error – System battery is dead

1. DIMM
2. System board

0232
Extended RAM error - Extended RAM Failed
at address line

System board0231
Shadow RAM error - Shadow RAM failed at
offset

1.DIMM
2.System board

0230
System RAM error - System RAM Failed at
offset.

Load Setup Defaults in BIOS Setup Utility.0220
Monitor type error - Monitor type does not
match the one specified in CMOS.

System board.0212
Keyboard Controller Failed

Run interactive tests of the keyboard and the auxiliary
input device.

0211
Keyboard error

1.Check the keyboard if it is pressed.
2.Replace the keyboard.

0210
Stuck Key error

1.Reset the hard-disk drive. 
2.Load Setup Defaults in BIOS Setup Utility.      
3.Hard-disk drive.
4.System board.

0200
Fixed disk failure 
(The hard disk is not working) 

FRU or action, in sequenceSymptom / Error

Ch4. Symptom-to-part index
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FRU or action, in sequenceSymptom / Error

1. DIMM
2. System board

02F6
Software NMI failed

1. DIMM
2. System board

02F5
DMA test failed 

1. Load “Setup Default” in BIOS Setup Utility.
2. Replace the backup battery.
3. System board.

02F4
EISA CMOS not writable

1. Load “Setup Default” in BIOS Setup Utility.
2. System board.

02D0
System cache error – Cache disabled
(RAM cache failed and BIOS disabled)

1. Floppy diskette drive.
2. External FDD cable.
3. I/O card.

02B3
Incorrect Drive B type

1. Floppy diskette drive.
2. External FDD cable.
3. I/O card.

02B2
Incorrect drive A type – Floppy diskette drive
error

Set up the diskette type in BIOS Setup Utility.02B1
Diskette drive B error

Set up the diskette type in BIOS Setup Utility.02B0
Diskette drive A error

Load Setup Defaults in BIOS Setup Utility.0281: Memory Size found by POST differed
from EISA CMOS

1. Load “Setup Default” in BIOS Setup Utility.
2. DIMM.
3. System board.

0280
Previous boot incomplete 
- Default configuration used

Run BIOS Setup Utility to reset the time and date.0271
Check date and time settings – Date and time
error.

1. Replace the backup battery and run BIOS
Setup Utility to reset the time and date.

2. System board.

0260
System timer error

Reset the password by running BIOS Setup Utility.0252
Password checksum bad – The password is
cleared.

Replace the backup battery and run BIOS Setup Utility
to reset the time and date.

0251
System CMOS checksum bad 
– System CMOS checksum is not correct.
– Default configuration used.

Ch4. Symptom-to-part index


